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Section One – Committee Information 
 

• Agenda for Department of Homeland Security, Data Privacy and 
Integrity Advisory Committee Meeting, June 7, 2006 

• Federal Register Notice for the Quarterly Meeting 

• Members’ Biographies 

• Charter of the DHS Data Privacy and Integrity Advisory Committee 

• Subcommittee Assignments 

 
Section Two – Committee Materials 
 

• Final Report of Data Privacy  and Integrity Advisory Committee, No. 
2006-01, “Framework for Privacy Analysis of Programs, 
Technologies, and Applications” 

• Draft Report of the Emerging Applications and Technology 
Subcommittee of the Data Privacy and Integrity Advisory 
Committee, “The Use of RFID for Human Identification” 

 
Section Three – DHS Privacy Office Materials 

• Acting Chief Privacy Officer and Chief Freedom of Information Act 
Officer Maureen Cooney’s Testimony on April 4, 2006, House 
Judiciary Subcommittee on Commercial and Administrative Law and 
Subcommittee on the Constitution (Joint Hearing) 

• Acting Chief Privacy Officer and Chief Freedom of Information Act 
Officer Maureen Cooney’s Testimony on April 6. 2006, House 
Homeland Security Subcommittee on Intelligence, Information 
Sharing, and Terrorism Risk Assessment 

• Acting Chief Privacy Officer and Chief Freedom of Information Act 
Officer Maureen Cooney’s Testimony on May 17, 2006, House 
Judiciary Subcommittee on Commercial and Administrative Law 



 
 
 

 

• Privacy Office Report, “Assessing the Impact of the Automatic 
Selectee and No Fly Lists, April 2006” (available separately) 

• DHS Privacy Office “Privacy Impact Assessments Official Guidance” 
(available separately) 

 
Section Four – Background Materials 

• United Kingdom’s Information Commissioner, “CCTV Code of 
Practice” 

• United Kingdom’s Information Commissioner, “CCTV Systems and 
the Data Protection Act 1998, Good Practice Note on when the Act 
Applies” 

• United Kingdom’s Information Commissioner, “Compliance Advice, 
CCTV Small User Checklist”  

• Center for Democracy and Technology Working Group on RFID: 
Privacy Best Practices for Deployment of RFID Technology 

• Testimony of Lillie Coney, Associate Director Electronic Privacy 
Information Center (EPIC), “Expectations of Privacy in Public 
Space” 

• Electronic Privacy Information Center (EPIC), Video Surveillance 
Information Page 

• Electronic Privacy Information Center (EPIC), Spotlight on 
Surveillance 

• The Constitution Project’s “Guidelines for Public Video 
Surveillance: A Guide to Protecting Communities and Preserving 
Civil Liberties”  

• Presentation of Clive Norris, Professor Sheffield University Centre 
for Criminological Research  


